ITS Antivirus Policy

Scope
This policy covers all computers that connect to the University network.

Purpose
Antivirus software helps protect computers from malicious code. Requiring antivirus software on certain operating systems will improve the overall security of the University’s network.

Policy
Use of antivirus software - All computers using the University network are required to use antivirus software configured to automatically install updates to both the antivirus software and the virus definitions.

Failure to use appropriately configured antivirus software may result in loss of access to the University’s network.

History and Updates
July 1, 2016: Initial Policy